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The	International	Simone	de	Beauvoir	Society	
	

Privacy	Policy 
	
The	International	Simone	de	Beauvoir	Society	(the	“Society”)	is	committed	to	protecting	your	privacy	
when	you	visit	our	website	(the	“Site”).		This	Privacy	Policy	explains	the	type	of	information	we	may	
collect	from	you,	and	how	we	use	it,	process	it,	share	it,	and	safeguard	it.	This	Policy	complies	with	the	
European	Union’s	General	Data	Protection	Regulation	(“GDPR).		By	using	the	Site,	you	agree	to	the	
terms	of	this	Privacy	Policy.		We	reserve	the	right	to	modify	it	at	any	time,	and	your	continued	use	of	
the	Site	indicates	your	acceptance	of	any	modifications.	
	
The	 disclosures	 below	 relating	 to	 the	 collection,	 use,	 processing	 and/or	 sharing	 (“Processing	
Activities”)	of	information	regarding	an	individual	who	is	directly	or	indirectly	identified	or	identifiable	
(“Personal	Data”),	apply	to	Processing	Activities	by	any	means,	including	hardcopy	and	electronic.	
	
1. Personal	Data	We	Obtain	from	You		
Communications	Intended	for	the	Society	-	If	you	knowingly	provide	identifiable	information	to	us	by	
registering	 for	 membership,	 paying	 membership	 dues,	 or	 making	 a	 donation,	 we	 will	 use	 the	
information	for	the	purpose	for	which	it	was	collected.		If	you	contact	us	to	provide	feedback	or	to	ask	
a	question,	we	record	your	personal	information	and	the	content	of	your	communication	so	that	we	
can	respond	to	you	effectively.		We	may	also	use	this	information	to	send	you	information	about	the	
Society	or	to	contact	you	when	necessary.			
	
2. Personal	Data	We	Obtain	from	Third	Party	Sources		
Service	Providers	-	As	part	of	our	Processing	Activities,	we	may	obtain	certain	Personal	Data	about	you	
from	third	party	service	providers	and	payment	processors	to	perform	services	on	our	behalf.		Some	
of	 these	 providers	 have	 access	 to	 Personal	 Data	 about	 you	 that	we	may	 not	 otherwise	 have	 (for	
example,	when	you	sign	up	directly	with	that	provider)	and	may	share	some	or	all	the	data	with	us.		
Some	of	our	online	services	may	allow	you	to	register	and	login	to	those	services	through	a	third-party	
platform.		When	you	login	to	our	service	through	a	third-party	platform,	you	allow	us	to	access	and	
collect	any	Personal	Data	from	your	third-party	platform	account	permitted	under	the	settings	and	
privacy	statement	of	that	platform.		
	
Additional	Personal	Data	 -	As	part	of	our	Processing	Activities,	we	may	receive	additional	Personal	
Data	from	third-party	sources,	such	as	public	or	private	databases	(for	example,	compilations	of	email	
or	postal	addresses),	or	companies	or	institutions	that	may	sponsor	or	facilitate	your	participation	in	
one	of	our	programs,	which	we	may	also	append	to	existing	Personal	Data.				
	
3. Additional	Uses	of	Personal	Data		
In	addition	to	the	uses	described	above,	we	may	use	your	Personal	Data	for	the	purposes	that	follow.		
These	uses	may	under	certain	circumstances	be	based	on	your	consent,	or	may	be	necessary	to	fulfill	
our	contractual	commitments	to	you,	to	comply	with	legal	requirements,	or	to	serve	our	legitimate	
interests	in	the	following	operations:		
	

• Conduct	our	operations	and	administer	our	offerings.		
• Contact	you	to	respond	to	your	requests	or	inquiries.		
• Provide	 you	 with	 newsletters,	 articles,	 announcements,	 event	 invitations,	 and	 other	

information	that	we	believe	may	be	of	interest	to	you.		
• Prevent,	 investigate,	 take	action	 regarding	or	provide	notice	of	 fraud,	unlawful	or	 criminal	

activity	or	other	misconduct.	
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• Prevent,	investigate,	take	action	regarding	or	provide	notice	of	security	or	technical	issues,	or	
unauthorized	access	to	or	use	of	Personal	Data,	the	Site,	or	data	systems.			

• Respond	 to	 court	 orders	 or	 other	 legal	 process,	 enforce	 our	 agreements,	 and	meet	 legal	
obligations.	

	
4. Data	Retention		
We	will	retain	your	Personal	Data	for	as	long	as	necessary	for	the	purposes	set	out	in	this	Policy	unless	
a	longer	period	is	required	under	applicable	law,	or	is	needed	to	resolve	disputes	or	protect	our	legal	
rights	or	otherwise	to	comply	with	legal	obligations.			
	
Where	we	are	processing	Personal	Data	based	on	our	legitimate	interests,	we	generally	will	retain	the	
data	 for	 a	 reasonable	 period	 of	 time	 based	 on	 the	 particular	 interest,	 taking	 into	 account	 the	
fundamental	interests	and	the	rights	and	freedoms	of	the	data	subjects.		
	
Where	 we	 are	 processing	 Personal	 Data	 based	 on	 your	 consent,	 we	 generally	 will	 retain	 the	
information	 for	 the	 period	 of	 time	 necessary	 to	 carry	 out	 the	 processing	 activities	 to	 which	 you	
consented,	subject	to	your	right,	under	certain	circumstances,	to	have	certain	of	your	Personal	Data	
erased	(see	“Your	Rights”	below).		
	
5. How	We	Share	and	Disclose	Personal	Data		
We	share	your	Personal	Data	with	third	parties	in	the	ways	described	above	and,	in	addition,	we	may	
share	information	as	described	below:	
	
Service	 Providers	 -	We	 share	 your	 Personal	 Data	with	 third-party	 service	 providers	 that	 complete	
transactions	or	perform	services	on	our	behalf	or	for	your	benefit,	such	as:		

	
• Payment	and	contribution	processing	
• Marketing	and	analytics		
• Membership	registration	and	coordination		
• System	maintenance	and	security		

	
Legal	 Process,	 Safety	 and	 Terms	 Enforcement	 -	 We	 may	 disclose	 your	 Personal	 Data	 to	 legal	 or	
government	regulatory	authorities	as	required	by	applicable	law.		We	also	disclose	your	Personal	Data	
to	third	parties	as	required	by	applicable	law	in	connection	with	claims,	disputes	or	litigation,	when	
otherwise	 required	by	applicable	 law,	or	 if	we	determine	 its	disclosure	 is	necessary	 to	protect	 the		
safety,	 rights	 or	 property	 of	 you,	 us	 or	 others,	 or	 to	 enforce	 our	 legal	 rights	 or	 contractual	
commitments	that	you	have	made.		
	
6. International	Data	Transfers		
	
We	 may	 transfer	 your	 Personal	 Data	 relying	 on	 appropriate	 or	 suitable	 safeguards	 or	 specific	
derogations	recognized	under	data	protection	laws,	including	the	GDPR.	The	European	Commission	
has	adopted	standard	data	protection	clauses,	which	provide	safeguards	for	Personal	Data	transferred	
outside	of	 the	 European	Economic	Area	 (“EEA”).	 	We	may	use	 standard	 contractual	 clauses	when	
transferring	Personal	Data	from	a	country	in	the	EEA	to	a	country	outside	the	EEA.		If	your	Personal	
Data	are	affected,	you	can	request	a	copy	of	our	standard	contractual	clauses	by	contacting	us	as	set	
forth	in	the	Contact	Us	section	below.	
	
7. Information	We	Collect	
We	may	collect	Personal	Data	about	you,	or	information	that	becomes	Personal	Data	if	combined	with	
other	information,	when	you	visit	or	use	the	Sites	or	other	online	services.		This	information	may	be	
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collected	through	the	use	of	cookies,	which	are	small	data	files	placed	on	your	computer	or	mobile	
device	that	allow	us	to	collect	certain	information	whenever	you	visit	or	interact	with	our	Site	or	other	
online	services.		Some	of	these	cookies	are	managed	by	us,	while	others	are	managed	by	third	parties	
that	we	do	not	control.		This	information	may	also	be	collected	through	the	use	of	other	data	collection	
technologies	that	embed	graphic	files	 in	our	Site	and	online	services.	 	These	graphic	files	contain	a	
unique	identifier	that	enables	us	to	recognize	when	someone	has	visited	our	website	or	online	services	
or	opened	an	email	that	we	have	sent.			
	
You	can	control	the	use	of	certain	cookies	and	similar	technologies	by	setting	or	amending	your	web	
browser	 controls	 to	 accept	 or	 refuse	 cookies	 (please	 visit	 your	 browser’s	 help	 menu	 for	 more	
information).		If	you	choose	to	reject	certain	cookies	and	similar	technologies,	you	may	still	use	our	
websites	 and	 online	 services,	 although	 your	 access	 to	 some	 functionality	 and	 features	 may	 be	
restricted.				
	
8. Your	Rights			
We	will	provide	you,	upon	your	reasonable	request,	with	information	about	whether	we	hold	any	of	
your	Personal	Data	as	part	of	our	Processing	Activities,	to	the	extent	required	by	and	in	accordance	
with	applicable	law.		In	certain	cases,	you	may	also	have	a	right,	with	respect	to	your	Personal	Data	
collected	and	used	in	the	Processing	Activities,	to:		

	
• Correct	or	update	any	of	your	Personal	Data	that	is	inaccurate.			
• Restrict	or	limit	the	ways	in	which	we	use	your	Personal	Data.		
• Object	to	the	processing	of	your	Personal	Data.	
• Request	the	deletion	of	your	Personal	Data.		
• Obtain	a	copy	of	your	Personal	Data	in	an	easily	accessible	format.		

	
To	submit	a	request,	please	email	beauvoirsociety@gmail.com	.			To	avoid	taking	action	regarding	your	
Personal	Data	at	the	direction	of	someone	other	than	you,	we	may	ask	you	for	information	verifying	
your	identity.		We	will	respond	to	your	request	within	a	reasonable	timeframe.		
 
You	have	the	right	to	withdraw	your	consent	to	our	processing	of	your	Personal	Data	as	part	of	our	
Processing	Activities,	where	our	processing	is	solely	based	on	your	consent,	subject	to	certain	legal	
limitations.	 	 In	 some	 cases,	 you	 can	 do	 this	 by	 discontinuing	 use	 of	 the	 services	 involved	 in	 the	
Processing	Activities.		This	would	include	by	closing	your	online	account	with	us	and	contacting	us	at	
beauvoirsociety@gmail.com		to	request	that	your	Personal	Data	be	deleted.	 	 If	you	withdraw	your	
consent	to	the	use	or	sharing	of	your	Personal	Data	for	the	purposes	set	out	in	this	Policy,	you	may	
not	have	access	to	any	or	all	of	the	related	services,	and	we	might	not	be	able	to	provide	you	any	or	
all	of	the	services.		Please	note	that,	in	certain	cases,	we	may	continue	to	process	your	Personal	Data	
after	you	have	withdrawn	consent	and	requested	that	we	delete	your	Personal	Data,	if	we	have	a	legal	
basis	 to	 do	 so.	 	 For	 example,	we	may	 retain	 certain	 data	 if	we	 need	 to	 do	 so	 to	 comply	with	 an	
independent	legal	obligation,	if	we	still	need	the	data	for	the	lawful	purposes	for	which	we	obtained	
the	data,	or	 if	 it	 is	necessary	to	do	so	to	pursue	our	legitimate	interest	 in	keeping	our	services	and	
operations	safe	and	secure.	
	
If	you	have	any	complaints	regarding	our	privacy	practices,	you	have	the	right	to	make	a	complaint	
with	your	national	data	protection	authority.		
	
9. Opting	Out	of	Communications	from	the	Society	
You	may	opt-out	of	receiving	communications	from	the	Society	by	sending	an	email	requesting	to	opt	
out	of	receiving	postal	mail,	e-mail	and/or	facsimile	communications	to	beauvoirsociety@gmail.com.		
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We	will	 take	commercially	 reasonable	steps	to	 implement	your	opt-out	request	promptly;	but	you	
may	still	receive	promotional	 information	from	the	Society	by	postal	mail	 for	up	to	60	days	due	to	
printing	and	mailing	schedules,	and	up	to	10	days	for	facsimile	and	e-mail.		
	
Please	note	 that	 this	opt-out	process	does	not	apply	 to	messages	 from	the	Society	 regarding	your	
membership	or	organizational	matters.		
 
10. Website	Security	
The	 Society	 uses	 commercially	 reasonable	 precautions	 to	 protect	 the	 security	 of	 your	 personal	
information	 using	 industry	 standard	 measures	 of	 protection,	 but	 absolute	 security	 cannot	 be	
guaranteed.		It	is	up	to	you	to	protect	against	unauthorized	access	to	your	computer.	The	Society	is	
not	 liable	 for	 the	 transfer	of	any	personal	 information	resulting	 from	corruption	of	 storage	media,	
power	failures,	riots,	acts	of	vandalism,	sabotage,	or	any	other	event	beyond	our	reasonable	control.	
 
11. Links	to	Other	Sites	
The	Site	contains	links	to	websites	operated	by	parties	other	than	the	Society.	The	Society	does	not	
control	these	websites	and	is	not	responsible	for	their	contents	or	privacy	practices.	We	encourage	
you	to	read	these	websites’	privacy	policies.	Our	inclusion	of	links	does	not	imply	any	endorsement	of	
the	content	on	the	websites	or	any	association	with	their	operators.	
	
Contacting	Us	
If	you	have	any	questions	about	this	Privacy	Policy	and	GDPR	Disclosures,	you	may	contact	the	Society	
at	beauvoirsociety@gmail.com	.	
	
	


